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CYBERSECURITY

CAPABILITY STATEMENT

The American Center for Combating Extremism and Terrorism (ACCET) is a leading provider of comprehensive
cybersecurity services, dedicated to fortifying the global cybersecurity landscape. With a proven track record of
excellence, our core team has successfully executed projects across Europe, Eurasia, and Africa, demonstrating

expertise in developing national cybersecurity strategies, drafting legislation, conducting gap analyses, and
establishing Computer Emergency Response Teams (CERTS).

Ukraine: Conducted a Gap Analysis of the

Moldova: Gap Analysis of the National
Cybersecurity Strategy, drafted
Cybersecurity Law based on the EU NIS
Directive, and enhanced CERT-GOV-MD's
capabilities.

Kosovo: Drafted the first National
Cybersecurity Strategy, contributed to the
Cybersecurity Law, and established the
National CERT and Sectorial CERTs across
government sectors.

North Macedonia: Supported the
establishment and capacity building of
National CERTSs.

CORE COMPETENCIES:

« Strategic Cybersecurity Leadership: Drafting and implementing
national cybersecurity strategies, policies, and laws tailored to
unique needs and legal frameworks.

Cybersecurity Exercises and Capacity Building: Organizing large-
scale, multinational cybersecurity exercises and establishing
national, governmental, and sectorial CERTSs.

Legislative and Regulatory Frameworks: Developing
cybersecurity and cybercrime laws, critical infrastructure
protection policies, standards, and minimum requirements.
Rapid Response and Recovery: Deploying rapid response teams
to mitigate cyber-attacks, develop incident response plans, and
implement recovery strategies.
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National Cybersecurity Strategy and
enhanced the capacity of CERT-UA.

Armenia and Azerbaijan: Supported the
establishment and capacity building of
National/Government CERTSs.

Georgia: Gap Analyses for the National
Cybersecurity Strategy and Information
Security Law, aligning with the EU NIS
Directive, and strengthened National and
Sectorial CERTSs.

Jordan: Designed and led an international
team in developing the National Water
b Information System, a critical information
infrastructure.

Somalia: Supported the drafting of
Cybersecurity and Cybercrime
Legislation/Bill.

Kenya: Gap Analysis of the National Cybersecurity
Strategy and developed comprehensive
frameworks for CIIP, cooperation, cybercrime
management, NPKI, and capacity building.

« Cybersecurity Capability Enhancement: Strengthening
cybersecurity capabilities of government agencies and critical
infrastructure operators through policy development, security
controls, and standards implementation.

Information Sharing and Coordination: Facilitating threat and
incident information sharing among national and industry
counterparts, and supporting the development of CERTSs,
SOCs, and ISACs.

Workforce Development and Training: Developing national
workforce development frameworks, certification programs,
and executing training for government and critical
infrastructure personnel.
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